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By virtue of Section 16 (4) and.(5) and Section 28 of the Personal Data Protection Act, B.E.

2562 (2019), the Personal Data Protection Committee issues the following notification.
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Clause 1. This Notification is called “Notification of the Personal Data Protection
Committee on Criteria for the Protection of Personal Data Sent or Transferred to a Foreign Country

pursuant to Section 28 of the Personal Data Protection Act, B.E. 2562 (2019) B.E. ....”.

{0 o UsznadlildUsdudioiuinuainduiutuuniudssnalussiaayunyidusuly
Clause 2. This Notification shall come into effect after the lapse of a period of ninety days

from the date of its publication in the Government Gazette.
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Clause 3. In this Notification,
“ANZNTTUNNS” MUNEEN ANENTIUNTANATRIYRYAdILUAAA
“Committee” means the Personal Data Protection Committee.
“dhiinan” vneds driinauanznIsINsANATEIRYAdIUYAAR

“Office” means the Office of the Personal Data Protection Committee.
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Clause 4. In the event that the data controller sends or transfers personal data to a foreign
country, the destination country or international organization that receives such personal data
shall have adequate dataprotection standards in‘accordance with the criteria for the protection
of personal data as prescribed in this notification, except in the following circumstances:

(1) when it is for compliance with the law;

(2) where the consent of the data subject has been obtained, provided that the data
subject has beeninformed of the inadequate personal data protection standards of the
destination country or international organization;

(3) where it is necessary for the performance of a contract to which the data subject is a
party, or in‘order to take steps at the request of the data subject prior to entering into a contract;

(4) where it is for compliance with a contract between the data controller and other
persons or juristic persons for the interests of the data subject;

(5) where it is to prevent or suppress a danger to the life, body, or health of the data
subject or other persons, when the data subject is incapable of giving the consent at such time;
or

(6) where it is necessary for carrying out the activities in relation to substantial public
interest.
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Clause 5. Criteria for the protection of personal data, that the destination country or
international organization that receives the personal data shall have adequate data protection
standards in accordance with Clause 4, shall be determined from the facts about the adequacy
of the following factors:

(1) The existence of legal measures or-mechanisms for the protection of personal data of
the destination country or international organization that shall not be less than Thailand's
personal data protection law, especially with respect to responsibilities of data controllers to
provide appropriate security measures as well.as appropriate personal data protection measures
that could ensure the enforceability of data subjects' rights, and offer effective legal remedies.

(2) The presence of an organization or organizations responsible for enforcing personal
data protection laws. and regulations in the destination country or international organization,
whose power to enforce personal data protection laws and regulations shall not be less than

Thailand's personal.data protection’ law.
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Clause 6. When submitting a problem with regard to the adequacy of personal data
protection standards of the destination country or international organization that receives the
personal data to the Committee for a decision in accordance with Section 28, paragraph three,

the Office may accept a case proposed by data controllers for a decision. Alternatively, the Office



may collect information and propose a case on its own to the Committee. The Committee may
consider making a decision on a case-by-case basis or may specify a list of destination countries
or international organizations receiving personal data that are deemed to have adequate personal

data protection standards.

The Office may request the Committee to review a decision when there is new evidence
convincing that the destination country or international organization that receives such personal
data has developed adequate personal data protection standards, or in other cases as

appropriate.
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Clause 7. To initiate proceedings for submitting a case to the Committee for a decision
under Clause 6, the Office shall prepare a report on personal data protection standards of the
destination country or international organization. The Office may prepare the report on its own

or propose a report from another organization:

o < Iiusgsmunssun1shuasesdayadiuynnaduginwinismudsznadl
Clause 8. The Chairperson of the Committee is responsible for the execution of this

Notification.
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Given on ....
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The Chairperson of the Personal Data Protection

Committee





